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Introduction
Usage of the Internet of Things (IoT) has accelerated in recent years owing to the increased 
consumption of IoT-enabled devices and services. There are multiple variables that contribute to 
this, among which the role of trust in IoT services is significant, similar to mobile banking services 
(Kumar Sharma & Sharma, 2018). The IoT began as a network incorporating smart devices in the 
1980s, gaining traction in 1999 using Radio Frequency IDentification (RFID)-based connectivity. In 
late 2000s, the IoT started evolving into the Web of Things (WoT), based on the notion of leveraging 
Web standards to interconnect various types of embedded devices. By enabling various computing 
systems to interact unambiguously and understandably, editable both by humans and computers, 
the WoT subsequently evolved into the Semantic WoT (SWoT) (Chatzimichail et al., 2021; Pandey 
et al., 2021). Based on industry reports provided by DataProt, the number of installed IoT devices 
will increase to 25.4 billion by 2030 (Internet of Things Statistics for 2022 – Taking Things Apart, 2023). 
Coronavirus disease 2019 (COVID-19) has been a catalyst for IoT diffusion by attracting 
sponsorship from various countries’ governments in an effort to promote Information Technology 
(IT) as much as possible in order to increase levels of automation, robotisation, and remotisation. 
The demand began with critical industries such as healthcare and has since spread to other 
industries. In 2020, 31% of decision-makers had decided towards IoT adoption in the enterprise 
sector worldwide. The combat measures including lockdown, quarantine, social distancing, 
among others, have caused delays in the IoT projects. The global framework 3GPP that leads the 
5G specifications got to announce delay in their milestone. Post coronavirus disease 2019 
(COVID-19), the growth of 5G IoT Market for the forecasted period of 2023–2030 is expected to 
reach 17.68 bn USD (US Dollars). This growth is significantly high because of increasing smart city 
projects, higher demand on digital wearable devices, high potential 5G deployments on connected 
healthcare, security and surveillance segments (Insights 360, 2023).

Purpose: This study examines the variations on Technology Adoption Factors, including the 
cultural aspects in both developing and developed countries for Internet of Things, as the 
Technology Adoption Factors are not common across the globe.

Although much research has focused on the technical aspects of  Internet of Things (IoT)  
devices, attention is still required regarding IoT applications, features, use cases, and 
behavioural aspects in the context of the consumption and perception of IoT services.

Design/methodology/approach: In this research, an empirical study is undertaken to 
identify the factors that influence the adoption of IoT services, using a model based on the 
unified theory of acceptance and use of technology.

Findings/results: A survey of 800 users was administered in the United States of America 
(USA) and India. Reliability Tests, Validity Tests and exploratory factor analysis were 
performed to find the presence of common method variance across both countries. The 
findings reveal the significance of several independent variables on the adoption of IoT 
services, namely perceived security risks, perceived trust, social influence, facilitating 
conditions, and performance expectancy.

Practical implications: This research provides evidence that cultural aspects, social influence 
and facilitating conditions play a significant role. Illustrations of Airtel, Reliance Jio promotions 
in India and data-driven decision making from mayors of the USA included.

Originality/value: The research reveals the variation in IoT adoption factors between India 
and the USA. There are unique variations involved per country that need to be considered 
for the effective adoption of IoT.

Keywords: IoT; TAM; technology adoption; UTAUT; cross culture.
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IoT applications vary in nature, encompassing consumer 
applications, enterprises, and government agencies. The IoT 
makes use of synergies that are generated by convergence 
among customer, business, and industrial Internet 
consumers. Industrial IoT applications can be classified 
based on delay tolerance and delay sensitivity (Michailidis 
et  al., 2020). This convergence establishes a network of 
connected people, things, and data globally. This convergence 
also leverages the cloud to connect the intelligent products or 
things that can sense and transmit a broad array of data, 
which supports the creation of services that would be difficult 
to provide without such a level of artificial intelligence and 
connectivity. Internet of Things projects are attracting 
extremely large investments across the globe, leading to 
research and development in various kinds of smart projects 
(Asir et al., 2015).

These transformative technologies, including mobile, cloud, 
and IoT, are driving the use of platforms. The services 
provided by the IoT are improving manufacturing processes, 
transforming factories into smart buildings and smart 
environments by incorporating the multiple networks 
involved in production and delivery. Global infrastructure is 
being reshaped by cloud technologies that allow anyone to 
create services, applications, and content, and making it 
accessible for users across the globe. The IoT creates and 
maintains connections with these things globally and 
maintains their identity online. Mobile access provides 
connection 24×7 across the globe, anywhere, anytime. The 
net result is a network of things, with global access for 
consumers and users, who can create multiple business 
opportunities, generate new services, purchase globally, 
contribute content, among others (Vermesan & Friess, 2014).

Research on the technical aspects and evolution of the IoT is 
occurring in several dimensions. However, there is less 
research focusing on the behavioural consumption and usage 
aspects of IoT services, especially in the context of cross-
cultural analyses. Differences in the cultural dimensions 
exist if various national cultures will have differences in 
perception and towards the adoption of technology 
evolutions (Rufin et  al., 2014). People’s decision making is 
influenced by the country’s cultural aspects, as found by the 
study done with 830 university teachers across Spain and 
China (Huang et al., 2019). The cross-cultural studies 
performed with British and Lebanese students confirm that 
there is a variation in perceived ease of use, facilitating 
conditions, whereas perceived usefulness and  behavioural 
intention show no significant difference (Tarhini et al., 2015).

Based on geography, the largest share of 5G IoT market for 
the year 2023, is expected to count Asia Pacific region, that 
has many developing nations (Insights 360, 2023). Considering 
the proximity of author, the authors picked India as one of 
the developing nations from Asia Pacific, for this study. 
United States is leading the technology curve on Industrial 
Revolution 4.0 with the combination of IoT, artificial 
intelligence and cloud computing. Forecast by Statista 
reveals that United States will be the global leader on IoT 

spending up to 194 bn USD by the year 2029 (Global IoT 
Spending by Country 2029/Statista, 2022). It can be observed 
from the pace of 5G deployments, where North America will 
exceed 50% of global deployments by the year 2023 (5G 
Network Deployment/VIAVI Solutions Inc., 2023). These factors 
motivated the authors to choose the country level cross-
cultural study between a developing nation (India) and a 
developed nation (United States).

The remainder of this article is organised as follows. The 
section ‘Theoretical framework’ describes the theoretical 
framework, which is based on the relevant literature. The 
research hypotheses are postulated in the section ‘Hypothesis 
development’. The methodology, including data collection, 
measures, and data analysis, is examined in the section 
‘Research methodology’. The results are presented and 
discussed in the section ‘Results and discussions’. Theoretical 
and managerial implications are presented in the sections 
‘Theoretical contributions’ and ‘Managerial implications’, 
respectively. Conclusions are provided in the section 
‘Conclusion’, and the article concludes by discussing 
limitations and future research opportunities in the section 
‘Limitations and future scope’.

Theoretical framework
In their study on IoT adoption, Hsu and Lin highlighted the 
dimension of network externalities and information privacy 
as this plays a significant role in consumers’ motivations 
(Hsu & Lin, 2016). Network externalities refer to the added 
value that users gain with the increase of users, services, and 
complimentary products. In the information technology 
field, this is extremely relevant as the value to the users 
increases as the number of adopters increases, as has been 
witnessed in the context of social networking sites such as 
Facebook, Twitter, among others.

Caputo et. al (2018). used motivational theories in their study 
of IoT-based products, in which the motivators were 
classified as intrinsic motivators and extrinsic motivators. 
Intrinsic motivators include information acquisition, 
technology readiness level, and privacy risks, while extrinsic 
motivators include entertainment and social interaction. 
Using assemblage theory, Hoffman and Novak studied the 
customer experience in consumer IoT products (Hoffman & 
Novak, 2018), focusing on how experience assemblages are 
embedded in socio-material networks, assemblage formation 
processes, and the implications of object experience and 
customer experience.

In a study of USA farmers regarding IoT adoption towards 
smart agriculture, Jayashankar et al. used consumption value 
theory, focusing on the risks and values that affect IoT 
adoption (Jayashankar et al., 2018). The study revealed that 
perceived value is enhanced by trust, while perceived risk 
has a negative impact, with personal data misuse considered 
a factor inhibiting IoT adoption. Another exploratory study 
in the United Kingdom (UK) with 35 students focusing on the 
adoption of smart refrigerators revealed that social factors 
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such as cost, social influence, and technology anxiety, as well 
as technical factors such as perceived usefulness and 
perceived ease of use are the key factors (Alolayan, 2014). The 
IoT contributes to productivity increase in large companies, 
small and medium-sized enterprises including start-ups. In a 
survey involving 4800 Small Medium Enterprises (SMEs) 
across 12 countries, it was found that the enterprises using 
Internet technology have increased their revenue twice as 
quick as the businesses with minimal use of IoT. In addition, 
the export revenues of Internet-savvy SMEs that actively use 
IoT were twice as high as the revenue of the enterprises that 
were not active in using IoT (Kim & Shin, 2015).

The technology models that are frequently used when it 
comes to technology adoption are the technology acceptance 
model (TAM) and the unified theory of acceptance and use of 
technology (UTAUT) model. These models have been 
widely  used in a variety of adoption studies and research 
(Venkatesh & Davis, 2000; Venkatesh & Zhang, 2010).

Technology acceptance model
As technology is undergoing continuous evolution, the 
associated models also require refinement to match the 
evolving needs. This viewpoint has been endorsed by 
the  study of Gao who revealed that TAMs can be enriched 
by adding characteristics, such as fun and pleasure, in their 
study utilising the customer acceptance model in the context 
of IoT technology adoption (Gao & Bai, 2014). In their study of 
IoT smart home service, Kim proposed enriching the TAM by 
combining it with the value-based adoption model (Kim et al., 
2017). This study balanced the benefits and sacrifices of 
the  user in adopting IoT-based smart home services. The 
benefits included usefulness, enjoyment, and variety seeking, 
while  the  sacrifices included the technicality and perceived 
fees. The conceptual model of TAM is shown in Figure 1.

In the context of information technology adoption across 
organisations, enterprises, and individuals, the primary 
determinants are perceived usefulness and perceived ease of 
use. These aspects underpin the attitude towards IT systems, 
which is linked to user intention and usage behaviour. Here, 
perceived ease of use refers ‘to what extent the respondent 
feels that using a system is not complex and will not consume 
mental efforts’, while perceived usefulness refers to ‘the 
extent to which a person feels that using a system would 
enhance his or her job performance’ (Davis, 1989).

Technology acceptance model (TAM) focuses mainly on the 
instrumental considerations of technology acceptance. One of 
the main constructs of TAM is perceived usefulness. Perceived 
usefulness focusses on results, performance, and job 
orientation that are the masculine cultural value expressions. 
The feminine values such as employee focus, people orientation 
and their relationships are absent. Extending TAM to include 
the concepts such as quality of life  and work are important 
technology adoption concerns (Srite & Karahanna, 2006).

Unified theory of acceptance and use of 
technology
Prior literature has shown that technology adoption models, 
such as TAM, diffusion of innovation (DOI), the theory of 
planned behaviour (TPB), and the theory of reasoned action 
(TRA), all focus on user acceptance. Regarding the search 
for a comprehensive model, the UTAUT model devised by 
Venkatesh integrates the findings of these earlier studies 
(Venkatesh et al., 2003). This model comprises four critical 
antecedents: facilitating conditions, social influence, effort 
expectancy, and performance expectancy. These variables 
affect the behavioural intention and the actual behaviour, as 
shown in Figure 2.

The unique attributes of various other theories and models 
pertaining to technology acceptance are considered key 
variables in the UTAUT model, as shown in Table 1.

The moderators are voluntariness, age, experience, and 
gender. Their relationships have been validated by multiple 
researchers, including Weerakkody’s research on technology 
adoption in the electronic government context (Weerakkody 
et  al., 2013), Wang’s study of consumer adoption for 
interactive decision aids (Wang & Benbasat, 2009), and Lian’s 
study of the adoption of e-services provided by cloud 
technologies (Lian, 2015).

Futhermore, the UTAUT model has been used across several 
fields of empirical studies around the globe, including: a 
user  acceptance study in Bangladesh focusing on open 
government data (Talukder et al., 2019); a study of students’ 

Source: Davis, F.D. (1989). Perceived usefulness, perceived ease of use, and user 
acceptance of information technology. MIS Quarterly: Management Information 
Systems, 13(3), 319–339. https://doi.org/10.2307/249008 
FIGURE 1: Technology acceptance model, version 1.
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awareness and perceptions of m-learning in Palestine (Sabah, 
2016); a study of the adoption of mobile health across countries 
(USA, Canada, and Bangladesh) (Dwivedi et al., 2016); a study 
of the adoption of mobile banking in Portugal (Oliveira et al., 
2014); and a study of m-payment adoption factors using the 
extended UTAUT model in Oman (Al-Saedi et al., 2020). Thus, 
we learn that the UTAUT model is widely accepted in 
investigations into the acceptance of users with respect to the 
adoption of new technology. Unified theory of acceptance and 
use  of technology has higher explanatory power than earlier 
models such as TAM and is well suited to understanding the 
acceptance of IoT services (Mohammad Al-Momani et al., 2016).

Cultural comparison
Culture is commonly defined as, ‘the collective mental 
programming, of human mind that distinguishes one group 
of  people from other’. This collective mental programming 
influences the meaning attached by various people in various 
aspects of life. Hofstede’s studies bring six dimensions of 
cultural dimensions:

•	 Power Distance Index, refers to ‘the degree of inequality 
that exists and is accepted between people with and 
without power’.

•	 Individualism versus Collectivism – refers to ‘the strength 
of the ties that people have to others within their 
community’.

•	 Masculinity versus Femininity – refers to ‘the distribution 
of roles between men and women’.

•	 Uncertainty Avoidance Index – refers to ‘how well people 
can cope with anxiety’.

•	 Long versus Short-Term Orientation refers to ‘the time 
horizon people in a society display’.

•	 Indulgence versus Restraint refers to ‘the encouragement 
or restrictions towards relatively free  gratification of 
people’s own drives and emotions’ (Hofstede et al., 1991).

With the differences in cultural aspects shown in Figure 3, 
there is also a difference noticed on the e-commerce categories 
between India and United States, which are evident from 
data as shown in Table 2.

Table 2 shows the data based on the online market study of 
United States and India in the year 2021 (ECommerce Insights/
EcommerceDB.Com, 2022).

Two countries that this study has chosen for comparison, 
the  United States and India, are not intuitively similar. A 
cross-cultural study may provide greater insights on the 
users with respect to the similarities and differences on 
technology adoption. Based on the studies performed in two 
countries, National culture is found to have influence on 
user’s adoption attitude (Muk & Chung, 2015). The primary 
conclusion in the cross-country studies performed in Egypt 
and United States focusing mobile banking adoption reveal 
that country culture could influence user’s perception 
towards the consumption of new technological services 
(Hassan & Wood, 2020).

Perceived trust
Trust is the expectation that others will not take advantage 
of a situation to behave opportunistically (Wu & Chen, 
2005). Trust is defined as the combination of benevolence 
and perceived credibility. Perceived credibility is referred 
to as the expectancy that verbal or written statements made 
by the other partner can be relied on. On the other hand, 
benevolence is the level to which one partner is sincerely 
interested in the welfare of the other (Chiou & Pan, 2008).

Trust on IoT provider is an essential factor, as IoT devices are 
plenty in numbers and involve multiple nodes. When a 
single IoT device or node gets attacked, it leaves a way 
towards greater collapse of the system. Internet of Things 
providers need to have adequate security protection 
mechanisms in place with timely updates to take over the 
continuous evolving threats and challenges.

Perceived trust denotes the awareness of a partner to being 
exposed to the actions of another partner, with the expectation 
that the other partner will perform actions vital to the trustor, 
irrespective of the ability to control or monitor that partner. 
Multiple researchers who have conducted studies on 
technology adoption have highlighted the role of perceived 
trust, which increases credibility, the customer engagement 
relationship, and perceived security. These studies (Hayashi 
& Bradford, 2014; Liébana-Cabanillas et al., 2021) confirms  
that, according to most merchants, trust is an important 
attribute in mobile transactions. Perceived trust has been 
found to have a direct and a mediating effect on merchants’ 
behavioural intention (Singh & Sinha, 2020). Subsequently, 
perceived trust has been further refined and classified into 
honesty, benevolence, and competence. Honesty is the 

TABLE 2: Online market data comparison.
Description India United States

Global market rank 8 2
2021 Revenue (USD billions) 63 599.2
Growth (%) 26 11
CAGR 21–25 (%) 10 5
Online penetration (%) 36 75

TABLE 1: The core variables of unified theory of acceptance and use of technology.
Variable Sources

Performance expectancy Extrinsic motivation (MM)
Perceived usefulness (TAM/TAM2)
Relative advantage (DOI)
Job-fit (MPCU)

Effort expectancy Complexity (MPCU/DOI)
Perceived ease of use (TAM/TAM2)

Social influence Social factors (MPCU)
Subjective norm (TRA, TAM2, DTPB)
Image (DOI)

Facilitating conditions Facilitating conditions (MPCU)
Perceived behavioural control (TPB/DTPE, C-TAM-TPB)
Compatibility (DOI)

TAM, technology acceptance model; DOI, diffusion of innovation; TRA, theory of reasoned 
action; MM, Motivation Model; MPCU, Model of PC Utilization; DTPB, Decomposed Theory 
of Planned Behaviour; TPB/DTPE, Theory of Planned Behaviour/Decomposed Theory of 
Planned Behaviour; C-TAM-TPB, Combined-Technology Acceptance Model-Theory of 
Planned Behaviour.
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tendency to always share truthful information and the 
quality of being reliable (Bellucci et al., 2019).

Hypothesis development
The conceptual framework for this article was constructed 
based on the literature review presented here. Based on prior 
research undertaken on cloud computing (Mayer et al., 
1995), in which trust was shown to be a major construct, the 
present research includes trust as a construct. The framework 
of this research model is shown in Figure 4.

Performance expectancy
Performance expectancy refers to ‘the degree to which an 
individual perceives that using the system will help them to 
attain gains in job performance’ (Venkatesh et al., 2003). This 
research adapted performance expectancy to fit the study 
scope as follows:

[T]he degree to which IoT users find it useful in their lifestyle, 
the extent to which it enables them to accomplish their tasks 
quickly, and how much it increases their chances of a better life 
and their productivity. (p. 447)

Accordingly, the following hypothesis is formulated:

H1: Performance expectancy has a significant positive impact on 
behavioural intention to use IoT services and products.

Effort expectancy
Effort expectancy refers to ‘the degree of ease associated with 
the use of the system’ (Venkatesh et al., 2003). The present 
research adapted effort expectancy as follows:

[T]he ease of using the IoT, how easy it is to learn to operate it, 
how clear and understandable interaction with the IoT is, and 
how easy it is for the user to be skillful in using IoT-enabled 
products and services. (p. 450)

Accordingly, the following hypothesis is postulated:

H2: Effort expectancy has a significant positive impact on 
behavioural intention to use IoT services and products.

Attitude towards use
Attitude refers to ‘the feeling of a person’s assessment, 
either favorable or unfavorable with respect to the behavior 
in question’ (Venkatesh et al., 2003). A favourable or 
unfavourable attitude has a direct influence on the strength 
of behavioural beliefs concerning the likely salient 
consequences (Wu & Chen, 2005). Johnson et al. (2008) 
proposed the concept of satisfiers and dissatisfiers in their 
study of various paradoxical attitudes in which satisfiers 
are positive drivers and dissatisfiers are negative drivers. 
Lee (2016) asserted that satisfaction with the IoT service 
scenario has a positive effect on IoT adoption intention. 
Based on this, the following hypothesis is formulated:

H3: Attitude has a significant positive impact on behavioural 
intention to use IoT services and products.

Social influence
Social influence refers to ‘the degree to which an individual 
perceives how others believe that we should use the system’ 
(Venkatesh et al., 2003). The present study includes social 
influence, refining it as follows:

[T]he people who influence my behavior, that is, those people I 
think are important and feel that I should use IoT-enabled 
products and services, as well as my colleagues, the place of 
work, and the work administration supporting the use of IoT-
enabled products and services. (p. 451)

This leads to the following hypothesis:

H4: Social influence has a significant positive impact on 
behavioural intention to use IoT services and products.

Facilitating conditions
Facilitating conditions refer to ‘the degree to which an 
individual believes that organisational and technical 
infrastructure exists to support use of the system’ (Venkatesh 
et al., 2003). This study includes facilitating conditions as 
follows: ‘the availability of necessary resources, knowledge, 
and alternate technologies for non-compatible cases and 
those people assisting in the journey toward IoT products 
and services’. Accordingly, the following hypothesis is 
posited:

FIGURE 3: Hofstede’s cultural comparison on India versus United States. 
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H5: Facilitating conditions have a significant positive 
impact  on behavioural intention to use IoT services and 
products.

Perceived trust
Perceived trust refers to:

[T]he willingness of a party to be vulnerable to the actions of 
another party based on the expectation that the other will 
perform a particular action important to the trustor, irrespective 
of the ability to monitor or control that other party.

Perceived credibility focuses on ‘the expectancy that the 
other party’s word or written statement can be relied on’. 
Benevolence is ‘the extent to which one partner is 
genuinely  interested in the other partner’s welfare’ 
(Chiou & Pan, 2008). This leads to the following hypothesis:

H6: Perceived trust has a significant positive impact on 
behavioural intention to use IoT services and products.

Perceived security risk
Perceived security is defined as:

[A] threat that creates a circumstance, condition, or event with 
the potential to cause economic hardship to data or network 
resources in the form of destruction, disclosures, modification 
of data, denial of service, and/or fraud, waste and abuse.

It represents customers’ perceptions that their personal 
information will not be inappropriately used, stored, or 
manipulated during transit, storage, or any processing, and 
that their expectations in this regard will be fully met 
(Flavián & Guinalíu, 2006).

There are multiple security risks for IoT domain. The data 
that are present inside IoT devices are unprotected (The 
Ultimate Guide to Zero Trust Security, 2020) and distributed 
across the network. The data from edge devices travels to 
corporate network through multiple heterogenous 
protocols and diverse devices. This increases the 
vulnerability of attacks on data privacy, integrity, and 
confidentiality (Hossain et al., 2015). The IoT devices are 
light-weight in terms of processor, memory, and 
computing capacity. This poses the constraints on data 
encryption, implementation of security policy, and privacy 
settings capabilities on IoT devices. The application layer 
that processes the data and  caters IoT services needs to 
overcome the attacks, including, but not limited to, denial 
of service, malwares, crypto attacks, phishing, and sniffing.

Thus, the following hypothesis is formulated:

H7: Perceived security risks have a significant positive impact 
on behavioural intention to use IoT services and products.

Research methodology
Data collection
Data collection was performed in two steps, with a pre-test 
being the first step. The pre-test was done to validate the 

survey instrument using hard copy questionnaires and, 
in-person surveys. The findings were shared in an IFIP_WG86 
conference (Sharma et al., 2020b). Based on the lessons learned, 
the instrument was refined and data collection is performed 
using the crowd sourcing forum Amazon’s Mechanical Turk 
(MTurk), where participants join based on their external login. 
Mechanical Turk uses an anonymous way where the data gets 
anonymised before being accessed and assessed by the authors. 
The survey is driven on participants’ willingness to participate. 
Participants pick the research survey, based on their interest, 
field of exposure, and all participants are above 18 years only. 
The authors have collected the data (India = 388, USA = 413) 
for this study using MTurk crowd sourcing method. This 
crowd sourcing forum has a probability of containing high 
numbers of technologically literate and informed crowd. 
Internet of Things technology is still in its early stages before 
it gets into the hands of ordinary people. Indeed, this study 
benefits from the MTurk crowd by getting an early insight 
from each country responses, although it cannot be generalised 
at this stage.

Studies such as that of Paolacci and Chandler (2014) have 
shown that data collected from MTurk possess high 
reliability. Mechanical Turk respondents’ details for the 
present study are presented in Table 3. 

Measures
All measures used in the present study were adopted from 
prior studies; they were measured using a five-point Likert 
scale (from strongly disagree to strongly agree). Demographic 
details (age, gender, marital status, educational qualification, 
income, and online time) were provided at the end of the 
study questionnaire, given in Appendix 1. Details of the 
study variables are presented in Table 4.

Data analysis
To evaluate the conceptual model, the multiple linear 
regression method was used with the help of SPSS 22. 
However, before proceeding to structural model evaluation, 
the validity and reliability parameters were measured for 
both the samples (India and the USA), using composite 
reliability (CR) to assess the internal validity of the constructs 
and the variance inflation factor (VIF) values to check for the 
presence of collinearity issues (see Table 4). Harman’s one-
factor test was also conducted while performing the 
exploratory factor analysis (EFA), which is often used to find 
the presence of common method variance (CMV). Here, the 
first factor explained 35.8% and 37.6% of the variance for 
India and the USA, respectively; because the explained 
variance for both the countries was less than 50, this suggests 
the non-presence of CMV (Podsakoff et al., 2003). To validate 
Harman’s one factor test results, the VIF values were 
calculated for the study variables for each country, and the 
obtained values were all less than 5, which again confirms 
that this study’s model is free from common method bias 
issues (Kock, 2017).
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As shown in Table 5, all the hypotheses were significant 
and positive (for both samples), except for the relationships 
from effort expectancy to behavioural intention and from 
attitude to behavioural intention. The relationships, 
performance expectancy → behavioural intention, facilitating 
conditions → behavioural intention, perceived security 
risks → behavioural intention, and perceived trust → 
behavioural intention were in line with the hypothesised 
assumptions. However, the causal path social influence → 
behavioural intention was significant only for the Indian 
sample because the t-value was less than 1.96 for the 
USA sample.

Results and discussions
Although the IoT is a recent phenomenon, evolving greatly in 
this decade, much recent research has been undertaken to 
identify the factors that influence the acceptance and adoption 
of IoT services by consumers (Dachyar et al., 2019). The 
technology adoption and its factors are found to vary 
according to their culture, be it individualistic culture such 
as  the United States or collectivistic culture such as India 
(Nam & Kannan, 2020). This is in line with past studies that 
show how cultural differences exist in the technology 
adoption. For example, the usage of email and fax (Straub, 

1994), adoption of online shopping (Ashraf et al., 2014), usage 
of SMS advertising (Muk & Chung, 2015), and acceptance of 
mobile commerce (Ashraf et al., 2017). According to 
Gao, whose study was based on 368 respondents in China, 
perceived ease of use, perceived usefulness, perceived 
behavioural control, perceived enjoyment, and social 
influence all have a significant effect on the use of the 
IoT  (Gao  & Bai, 2014). In the present research, it was 
found that social influence has a greater significance and 
that this relationship is stronger for India compared with 
the USA.

According to a research performed on 2000 customers in the 
USA, focusing the concerns of customers regarding IoT 
adoption, awareness of the technology, security, privacy, and 
price (cost) are the key factors (Al-Momani et al., 2018). In the 
present research, it can be seen that perceived security risks 
have a greater significance and that the relationship is 
stronger for the USA compared with India. Similar studies in 
India on technology adoption research with respect to 
internet banking services also reveal that the intention to use 
internet banking is positively influenced by perceived 
security (Patel & Patel, 2018). India has relatively higher 
values for uncertainty avoidance per Hofstede’s metrics, that 
endorses the higher significance on perceived security risks. 
The effort expectancy results were found to be insignificant 
for both USA and India as it has lower t-values. It has a 
coincidence with the study performed with Omani 
entrepreneurs. The effort expectancy for IoT applications are 
insignificant (Nikbin & Abushakra, 2019).

Similarly, an exploratory research revealed that ease of use, 
privacy, usefulness, and knowledge and awareness of IoT 
technology are the key factors (Coughlan et al., 2012). The 
optimum solution on the combined challenges of IoT security 
and privacy requires decomposition of the complexity and 
address it by effective conjunction of policy boundaries, 
economic and business drivers, technology constraints and 
opportunities (Sollins, 2019). In the present research, 
facilitating conditions was shown to be significant, although 
more so in the Indian sample than the USA sample.

Social networks have a crucial role towards influencing 
the user adoption in IoT adoption. Users generally seek out 

TABLE 4: Validity results.
Constructs CR (India/USA) VIF (India/USA)

1. Performance expectancy 0.819/0.758 2.43/2.26
2. Effort expectancy 0.789/0.745 2.72/1.98
3. Attitude 0.742/0.747 1.44/1.48
4. Social influence 0.778/0.786 2.39/2.39
5. Facilitating conditions 0.713/0.711 2.65/2.20
6. Perceived security risks 0.785/0.735 2.27/2.42
7. Perceived trust 0.755/0.731 2.39/3.15
8. Behavioural intention 0.778/0.715 2.51/2.55

CR, composite reliability; VIF, variation inflation factor.

TABLE 3: Demographic details and descriptive statistics.
Sample characteristics India (n = 388) USA (n = 413)

Gender (Male–Female–Prefer 
not to say)

274–113 261–149

Average age (In years) 32.3 36.5
Average time spent on online/day 
(hours)

2.23 4.41

Educational qualification (from 
school standard/grade ‘1’ – in years)

12.29 13.8

Income level (in $)
< $10 K = 144 57
$10 K – 20 K 104 84
$ 21 K – 40 K 95 133
$ 41 K – 80 K 42 112
> $80 K = 3 3 27
Marital status
Single 131 164
Married 255 242
Prefer not to say 2 7
Occupation
Employee 95 89
Self-employed 82 90
Business 60 97
Students 120 132
Any other 31 5

TABLE 5: Regression results.
Path name India United States Inference

Beta t-value Beta t-value

H1: Performance expectancy 
→ Behavioural intention

0.171† 3.437 0.217† 4.776 India < USA

H2: Effort expectancy → 
Behavioural intention

0.050‡ 0.932 0.058‡ 1.317 No difference

H3: Attitude → Behavioural 
intention

0.010‡ 0.016 0.075‡ 1.452 No difference

H4: Social influence → 
Behavioural intention

0.104† 2.088 0.012‡ 0.016 India > USA

H5: Facilitating conditions → 
Behavioural intention

0.235† 4.546 0.159† 3.496 India > USA

H6: Perceived trust → 
Behavioural intention

0.205† 4.232 0.263† 4.904 India < USA

H7: Perceived security risks → 
Behavioural intention

0.239† 5.074 0.274† 5.899 India < USA

†, Regression coefficient significant at 99%; ‡, not significant.
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for information from family, peers, famous social networks 
influencers reviews to handle the uncertainty that arises 
prior to purchase (AlHogail & AlShahrani, 2019). Several 
users have considered IoT devices as trustworthy as it is one 
of the trending topics by social networks (Gao & Bai, 2014). 
Social shopping is one of the six dimensions of customer 
shopping (Atulkar & Kesari, 2017). The greater significance 
of social influence indicates that the positive views and 
experiences carried by friends and families will have a 
greater influence on the IoT adoption.

The impact of facilitating conditions and performance 
expectancy on behavioural intention towards IoT adoption 
is quite significant for both countries. This is in line with the 
past studies performed across countries on IoT adoption 
(Ben Arfi et al., 2021; Ronaghi & Forouharfar, 2020).

Theoretical contributions
This study contributes the following theoretical contributions. 
The hypotheses proposed in this research are consistent with 
UTAUT model and confirm the generalisability of this model. 
The contextual insights of this research findings add to the 
state of the art with respect to the technology adoption, more 
specifically to IoT technology. Theoretical contribution back 
to the society includes following findings, as in below 
paragraphs.

Firstly, one to note is, the independent variables of TAM3 
model that are often used to measure technology adoption 
are perceived usefulness and perceived ease of use 
(Venkatesh & Bala, 2008). In the present study, the authors 
added the factors of perceived trust, perceived security risks 
that are increasingly being considered significant factors for 
predicting e-commerce adoption (Bonsón Ponte et al., 2015).

Secondly, this study shows the variation of results across 
cultures. Prior cross-cultural studies have found that trust-
related factors vary with respect to individual cultures and 
that there is no universally valid model across cultures (Keil 
et al., 2000). There is a significant role played by the culture in 
each country. Culture has an influence on IoT applications 
when the transactions are compatible with beliefs, values, 
practices, among others (Van Slyke et al., 1 C.E.). Therefore, 
the present study used data for two countries, namely the 
USA and India (i.e. country effect as a moderator), revealing 
some variations in the formulated hypotheses.

Thirdly, among other factors influencing the IoT adoption 
by the Indian citizens, the Word of Mouth (WOM) through 
social networks plays a significant role. From the trends of 
social media, people get an opportunity to learn several 
things regarding IoT. The learnings gained through social 
networks would effectively spread out through WOM. In 
the study with Indian users it is noticed that, WOM through 
social networks has influence on user behaviour towards 
IoT (Chatterjee, 2019). The study on barriers of IoT adoption 
in India reveals the lack of standardisation, the lack of 
regulatory norms, policies, directions and the lack of 

connectivity issues (Sharma et al., 2020a). These are the 
essential technical resources that contribute to the 
facilitating conditions.

Fourthly, based on the findings using the multi-group 
moderation technique, it is evident that perceived security 
risks and perceived trust have a greater influence for the 
USA sample compared with the Indian sample, while social 
influence and facilitating conditions have greater 
significance for the Indian sample compared with the USA 
sample. Multiple customers are willing to accept and use 
new products and services when the complexity is reduced. 
According to the studies carried out by Arts et al., technology 
adoption is improved by innovations that have a low level 
of uncertainty (Arts et al., 2011). The question of privacy 
and security policies are very complex in the United 
States (Sollins, 2019).

In this context, this study has attempted to simplify perceived 
trust by classifying its characteristics through a deeper study, 
at a per-country level, that can be used to help consumers 
adopt the IoT.

Managerial implications
The initial observation is that the younger generation is 
relatively accepting the IoT technology (Qian & Li, 2020). The 
present research provides evidence that social influence and 
facilitating conditions play a significant role in the Indian 
market.

Airtel produced a variety of advertisements focusing on 
‘zero complaints’ and actions to reduce the number of 
queries that consumers may have (Airtel Targets Zero 
Questions with New Campaign – The Financial Express, 2020). 
This coincides with the competence factor by ensuring that 
promises made  to the end customer can be fulfilled. This 
increases the adoption rate and the use of products in IT and 
IoT services. This also addresses the strategic approach that 
recommendations and feedback from peers play a significant 
role in reducing the uncertainty driven by technology, thus 
favouring technology adoption (Park et al., 2019). Adoption 
readiness is increased when users are provided with a user 
friendly, seamless service. Advertisement campaigns can 
target the innovative users’ segment with uninterrupted 
access as a pre-requisite, according to a study of the adoption 
readiness among mobile users in India (Thakur & Srivastava, 
2014).

The United States and India have announced their strategies 
and initiatives to motivate production in their own soil. Make 
in India is an initiative from the Government of India to 
encourage companies to do production in India (Make In India, 
2015). The Build America, Buy America Act is created in the 
United States, to motivate the manufacturing products and 
construction materials used are produced in United States 
(Build America Buy America/U.S. Department of Commerce, 2019). 
These strategies provide waivers and concessions to the 
productions performed on their country.
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The study on IoT adoption factors from the early adopters of 
smart and connected sensors in the United States reveals 
data-driven decision making as the key variable for IoT 
adoption. For IoT provider to deploy IoT projects, for 
example, smart city, the deployment of sensor networks 
relies on both local government’s persistent efforts and 
established procedures of data-informed decision-making. 
This increases the performance efficiency by linking 
functional departments to work together from IoT planning 
iteratively and systematically by using the data generated 
from IoT devices (Tang & Ho, 2019). Mayors, being the public 
image champions for their cities use the data-driven results to 
demonstrate their progressiveness and innovations in their 
cities (Ho, 2017). Internet of Things providers to focus on the 
organisational incentives with emphasis on data-driven 
decision-making. Examples include performance budgeting 
using big-data, and leadership support on embracing the 
data-driven culture that enables necessary analytical capacity 
to utilise IoT data in the decision-making process.

Reliance Jio has the largest mobile subscriber base in India and 
is driving Industry 4.0, focusing on the ‘Made in India’ strategy 
(Khanna, 2020). This strategy implements the social influence 
factor by aligning with the sentiments of Indian users, 
increasing their comfort and confidence by aligning with the 
‘Made in India’ strategy of the Indian Government, as the 
‘country of origin or make’ has significance in e-commerce, 
especially in cross-border transactions (E-Commerce Rules, 2020 
– Consumer Protection – India, 2020). The findings from this 
research study will benefit IoT providers to make key decisions 
that increase IoT adoption across countries. The IoT devices 
provide various opportunities to expand customer satisfaction 
and customer experience (Novak & Hoffman, 2019). By 
integrating and connecting with other devices and networks, 
IoT can anticipate ahead of customer needs and also provide 
detailed and comprehensive information tailored to their 
needs. Internet of Things has profound effect on the business 
model focusing the two tenets, value capture and value 
proposition, that enable firms and customers to reinforce and 
reinvent their role in the new service economy (Pantano & 
Timmermans, 2014).

The significant positive effect of social influence towards 
IoT adoption tells that the thoughts and opinions of network 
around a person such as friends and family members have 
an influence on user attitude (Aldossari & Sidorova, 2018). 
The end users who see that individuals in their social 
network have a positive attitude towards using IoT adoption 
are more likely to get the similar attitude. Higher social 
influence in India gives an indication to IoT providers that 
appropriate campaigns and advertisements based on 
country-specific culture including social networks, would 
favour IoT adoption. Improvement in the IoT adoption rate 
by the fellow citizens can be influenced by effective and 
relevant activities of the IoT providers. The IoT providers 
will have immense and effective opportunities to increase 
their business by leveraging social platform. This has less 
cost compared with other marketing modes and campaigns 
(Mikalef et al., 2016).

Enhancements of facilitating conditions has a positive 
effect on IoT adoption (Ronaghi & Forouharfar, 2020). This 
includes the knowledge enhancement on IoT technology, the 
compatibility of current applications with IoT applications 
and adequate technical resources needed for IoT technology.

The number of IoT connections are set to surpass 100 million 
users by the year 2026 (5G IoT Connections to Surpass 100 
Million for First Time Globally by 2026, 2023). Right decisions 
by IoT providers focusing the country-specific cultural 
findings are essential to be a successful player as the IoT 
projects are expected to bridge multiple cultures (Shin, 2019).

Conclusion
This research has revealed interesting findings regarding 
the factors that influence IoT adoption. The research model 
comprises the following independent variables: performance 
expectancy, effort expectancy, social influence, facilitating 
conditions, perceived security risks, and perceived trust. 
Social influence and facilitating conditions have a relatively 
greater significance in India, whereas performance 
expectancy, perceived security risks, and perceived trust 
have relatively greater significance in the USA. Effort 
expectancy and attitude are significant both in India and the 
USA, with no major difference between these countries. This 
study model can be used to capture the findings from 
multiple respondents across the globe.

Limitations and future scope
Every research has its boundaries and limitations. Firstly, 
this research was validated through regression techniques to 
find the relationships and significance of the factors 
influencing IoT adoption. This requires extension by applying 
other methodologies for data analysis. Secondly, the 
conclusions of this study are limited to two country samples 
(the USA and India), thus covering samples from cultures 
from developed and developing nations. The present study 
used online means to distribute the survey questionnaire to 
end users. These users were therefore relatively technically 
enabled in terms of using IoT devices and services compared 
with people who are not used to online survey methods. To 
obtain the views of users who have limited or no access to the 
Internet world, the authors recommend that future studies 
use legacy in-person interviews with rural communities. The 
authors therefore recommend that future studies utilise data 
from additional countries to obtain a deeper understanding 
of global IoT adoption.

Acknowledgements
The authors like to thank Nokia and College of Engineering 
Guindy, for giving us an opportunity to carry out this 
research work and also for providing us the requisite 
resources and infrastructure for carrying out the research. 
The motivational support provided by Mr Dinesh 
Birlasekaran, Mr Wilson Anandaraj and Dr Kirubaharan 
Boobalan are phenomenal towards this research on IoT 
technology.

http://www.sajbm.org�


Page 10 of 13 Original Research

http://www.sajbm.org Open Access

Competing interests
The authors declare that they have no financial or personal 
relationships that may have inappropriately influenced them 
in writing this article.

Authors’ contributions
R.G.A.T. and H.L.M. equally contributed to the research and 
writing of this article.

Ethical considerations
This article followed all ethical standards for research 
without direct contact with human or animal subjects.

Funding information
This research received no specific grant from any funding 
agency in the public, commercial or not-for-profit sectors.

Data availability
The data were obtained from public and commercial sources 
and are available from the corresponding author, R.G.A. on 
reasonable request.

Disclaimer
The views and opinions expressed in this article are those 
of  the authors and do not necessarily reflect the official 
policy or position of any affiliated agency of the authors.

References
Airtel targets zero questions with new campaign – The Financial Express. (2020). 

Retrieved from https://www.financialexpress.com/brandwagon/airtel-targets-
zero-questions-with-new-campaign/1996084/

Al-Momani, A.M., Mahmoud, M.A., & Ahmad, M.S. (2018). Identification of factors 
influencing customer acceptance and use of IoT services. Advanced Science 
Letters, 24(10), 7428–7432. https://doi.org/10.1166/ASL.2018.12953

Al-Saedi, K., Al-Emran, M., Ramayah, T., & Abusham, E. (2020). Developing a general 
extended UTAUT model for M-payment adoption. Technology in Society, 62, 
101293. https://doi.org/10.1016/J.TECHSOC.2020.101293

Aldossari, M.Q., & Sidorova, A. (2018). Consumer acceptance of Internet of 
Things  (IoT): Smart home context. Journal of Computer Information Systems, 
60(6), 507–517. https://doi.org/10.1080/08874417.2018.1543000

AlHogail, A., & AlShahrani, M. (2019). Building consumer trust to improve Internet of 
Things (IoT) technology adoption. In H. Ayaz, & L. Mazur, (Eds.), Advances in 
intelligent systems and computing (Vol. 775, pp. 325–334). AHFE 2018. Retrieved 
from https://faculty.ksu.edu.sa/en/aalhogail/publication/311561

Alolayan, B. (2014). Do i really have to accept smart fridges? An empirical study. In The 
Seventh International Conference on Advances in Computer-Human Interactions. 
Retrieved from https://www.google.co.in/search?q=+Do+I+Really+Have+to+Acce
pt+Smart+Fridges%3F+An+empirical+study&sxsrf=AJOqlzX3wvd08DfJoIUN2SI61
p4VJmA-yQ%3A1675952533421&ei=lQHlY_OkGYSwz7sP-Yyp2AM&ved=0ahUKE
wizw6jb0Yj9AhUE2HMBHXlGCjsQ4dUDCA8&uact=5&oq=+Do+I+Really+Have+

Arts, J.W.C., Frambach, R.T., & Bijmolt, T.H.A. (2011). Generalizations on consumer 
innovation adoption: A meta-analysis on drivers of intention and behavior. 
International Journal of Research in Marketing, 28(2), 134–144. https://doi.
org/10.1016/J.IJRESMAR.2010.11.002

Ashraf, A.R., Thongpapanl, N., & Auh, S. (2014). The application of the technology acceptance 
model under different cultural contexts: The case of online shopping adoption. Journal 
of International Marketing, 22(3), 68–93. https://doi.org/10.​1509/JIM.14.0065

Ashraf, A.R., Thongpapanl, N., Menguc, B., & Northey, G. (2017). The role of 
m-commerce readiness in emerging and developed markets. Journal of 
International Marketing, 25(2), 25–51. https://doi.org/10.1509/JIM.16.0033

Asir, T.R.G., Sivaranjani, K.N., & Anandaraj, W. (2015). (PDF) Internet of things and 
India’s readiness. Retrieved from https://www.researchgate.net/publication/​
285431462_Internet_of_things_and_India%27s_readiness

Atulkar, S., & Kesari, B. (2017). Satisfaction, loyalty and repatronage intentions: Role of 
hedonic shopping values. Journal of Retailing and Consumer Services, 39, 23–34. 
https://doi.org/10.1016/j.jretconser.2017.06.013

Bellucci, G., Molter, F., & Park, S.Q. (2019). Neural representations of honesty predict 
future trust behavior. Nature Communications, 10(1), 5184. https://doi.
org/10.1038/s41467-019-13261-8

Ben Arfi, W., Ben Nasr, I., Khvatova, T., & Ben Zaied, Y. (2021). Understanding 
acceptance of eHealthcare by IoT natives and IoT immigrants: An integrated 
model of UTAUT, perceived risk, and financial cost. Technological Forecasting and 
Social Change, 163, 120437. https://doi.org/10.1016/J.TECHFORE.2020.120437

Bonsón Ponte, E., Carvajal-Trujillo, E., & Escobar-Rodríguez, T. (2015). Influence of 
trust and perceived value on the intention to purchase travel online: Integrating 
the effects of assurance on trust antecedents. Tourism Management, 47, 286–302. 
https://doi.org/10.1016/j.tourman.2014.10.009

Build America Buy America | U.S. Department of Commerce. (2019). Retrieved from 
https://www.commerce.gov/oam/build-america-buy-america

Caputo, F., Scuotto, V., Carayannis, E., & Cillo, V. (2018). Intertwining the internet of 
things and consumers’ behaviour science: Future promises for businesses. 
Technological Forecasting and Social Change, 136, 277–284. https://doi.
org/10.1016/J.TECHFORE.2018.03.019

Chatterjee, S. (2019). Internet of Things and social platforms: An empirical analysis 
from Indian consumer behavioural perspective. Behaviour & Information 
Technology, 39(2), 133–149. https://doi.org/10.1080/0144929X.2019.1587001

Chatzimichail, A., Stathopoulos, E., Ntioudis, D., Tsanousa, A., Rousi, M., Mavropoulos, 
A., Meditskos, G., Vrochidis, S., & Kompatsiaris, I. (2021). Semantic web and IoT. 
Studies in Computational Intelligence, 941, 3–33. https://doi.org/10.1007/978-3-
030-64619-6_1

Chiou, J.S., & Pan, L.Y. (2008). The impact of social darwinism perception, status 
anxiety, perceived trust of people, and cultural orientation on consumer ethical 
beliefs. Journal of Business Ethics, 78(4), 487–502. https://doi.org/10.1007/
s10551-007-9364-x

Coughlan, T., Brown, M., Mortier, R., Houghton, R.J., Goulden, M., & Lawson, G. (2012). 
Exploring acceptance and consequences of the Internet of Things in the home. In 
Proceedings – 2012 IEEE International Conference on Green Computing and 
Communications, GreenCom 2012, Conference on Internet of Things, IThings 2012 and 
Conference on Cyber, Physical and Social Computing, CPSCom 2012 (pp. 148–155). 20 
November–23 November. Besançon: France.

Dachyar, M., Zagloel, T.Y.M., & Saragih, L.R. (2019). Knowledge growth and 
development: Internet of Things (IoT) research, 2006–2018. Heliyon, 5(8), 
e02264. https://doi.org/10.1016/J.HELIYON.2019.E02264

Davis, F.D. (1989). Perceived usefulness, perceived ease of use, and user acceptance 
of information technology. MIS Quarterly: Management Information Systems, 
13(3), 319–339. https://doi.org/10.2307/249008

Dwivedi, Y.K., Shareef, M.A., Simintiras, A.C., Lal, B., & Weerakkody, V. (2016). A 
generalised adoption model for services: A cross-country comparison of mobile 
health (m-health). Government Information Quarterly, 33(1), 174–187. https://
doi.org/10.1016/J.GIQ.2015.06.003

eCommerce insights | ecommerceDB.com. (2022). Retrieved from https://
ecommercedb.com/

E-Commerce Rules, 2020 – Consumer Protection – India. (2020). Retrieved from 
https://www.mondaq.com/india/dodd-frank-consumer-protection-Act/​
976876/e-commerce-rules-2020

Flavián, C., & Guinalíu, M. (2006). Consumer trust, perceived security and privacy 
policy: Three basic elements of loyalty to a web site. Industrial Management & 
Data Systems, 106(5), 601–620. https://doi.org/10.1108/02635570610666403

Gao, L., & Bai, X. (2014). A unified perspective on the factors influencing consumer 
acceptance of Internet of Things technology. Asia Pacific Journal of Marketing and 
Logistics, 26(2), 211–231. https://doi.org/10.1108/APJML-06-2013-0061

Global IoT spending by country 2029 | Statista. (2022). Retrieved from https://www.
statista.com/statistics/1118256/iot-spending-worldwide-by-country/

Hassan, H.E., & Wood, V.R. (2020). Does country culture influence consumers’ 
perceptions toward mobile banking? A comparison between Egypt and the 
United States. Telematics and Informatics, 46, 101312. https://doi.org/10.1016/J.
TELE.2019.101312

Hayashi, F., & Bradford, T. (2014). Mobile payments: Merchants’ perspectives. Citeseer. 
Retrieved from https://citeseerx.ist.psu.edu/viewdoc/download?doi=10.1.1.653.
7158&rep=rep1&type=pdf

Ho, A.T.K. (2017, January). Big data and evidence-driven decision-making: Analyzing 
the practices of large and mid-sized US cities. In Proceedings of the Annual Hawaii 
International Conference on System Sciences (pp. 2794–2803), AIS Library.

Hoffman, D.L., & Novak, T.P. (2018). Consumer and object experience in the internet 
of things: An assemblage theory approach. Journal of Consumer Research, 44(6), 
1178–1204. https://doi.org/10.1093/JCR/UCX105

Hofstede, G., Hofstede, G.J., & Minkov, M. (1991). Cultures and organizations: 
Software of the mind: Intercultural cooperation and its importance for survival 
(p. 561), McGraw Hill.

Hossain, M.M., Fotouhi, M., & Hasan, R. (2015). Towards an analysis of security issues, 
challenges, and open problems in the Internet of Things. In Proceedings – 2015 
IEEE World Congress on Services, SERVICES 2015 (pp. 21–28).

Hsu, C.L., & Lin, J.C.C. (2016). An empirical examination of consumer adoption of 
Internet of Things services: Network externalities and concern for information 
privacy perspectives. Computers in Human Behavior, 62, 516–527. https://doi.
org/10.1016/J.CHB.2016.04.023

Huang, F., Teo, T., Sánchez-Prieto, J.C., García-Peñalvo, F.J., & Olmos-Migueláñez, S. 
(2019). Cultural values and technology adoption: A model comparison with 
university teachers from China and Spain. Computers and Education, 133, 69–81. 
https://doi.org/10.1016/j.compedu.2019.01.012

Insights 360. (2023). Retrieved from https://nuudle-it.eastus.cloudapp.azure.com/#/
view/document/18e92ab4-d6fe-1444-a007-e2038955ed1c

http://www.sajbm.org�
https://www.financialexpress.com/brandwagon/airtel-targets-zero-questions-with-new-campaign/1996084/�
https://www.financialexpress.com/brandwagon/airtel-targets-zero-questions-with-new-campaign/1996084/�
https://doi.org/10.1166/ASL.2018.12953�
https://doi.org/10.1016/J.TECHSOC.2020.101293�
https://doi.org/10.1080/08874417.2018.1543000�
https://faculty.ksu.edu.sa/en/aalhogail/publication/311561
https://www.google.co.in/search?q=+Do+I+Really+Have+to+Accept+Smart+Fridges%3F+An+empirical+study&sxsrf=AJOqlzX3wvd08DfJoIUN2SI61p4VJmA-yQ%3A1675952533421&ei=lQHlY_OkGYSwz7sP-Yyp2AM&ved=0ahUKEwizw6jb0Yj9AhUE2HMBHXlGCjsQ4dUDCA8&uact=5&oq=+Do+I+Really+Have+
https://www.google.co.in/search?q=+Do+I+Really+Have+to+Accept+Smart+Fridges%3F+An+empirical+study&sxsrf=AJOqlzX3wvd08DfJoIUN2SI61p4VJmA-yQ%3A1675952533421&ei=lQHlY_OkGYSwz7sP-Yyp2AM&ved=0ahUKEwizw6jb0Yj9AhUE2HMBHXlGCjsQ4dUDCA8&uact=5&oq=+Do+I+Really+Have+
https://www.google.co.in/search?q=+Do+I+Really+Have+to+Accept+Smart+Fridges%3F+An+empirical+study&sxsrf=AJOqlzX3wvd08DfJoIUN2SI61p4VJmA-yQ%3A1675952533421&ei=lQHlY_OkGYSwz7sP-Yyp2AM&ved=0ahUKEwizw6jb0Yj9AhUE2HMBHXlGCjsQ4dUDCA8&uact=5&oq=+Do+I+Really+Have+
https://www.google.co.in/search?q=+Do+I+Really+Have+to+Accept+Smart+Fridges%3F+An+empirical+study&sxsrf=AJOqlzX3wvd08DfJoIUN2SI61p4VJmA-yQ%3A1675952533421&ei=lQHlY_OkGYSwz7sP-Yyp2AM&ved=0ahUKEwizw6jb0Yj9AhUE2HMBHXlGCjsQ4dUDCA8&uact=5&oq=+Do+I+Really+Have+
https://doi.org/10.1016/J.IJRESMAR.2010.11.002�
https://doi.org/10.1016/J.IJRESMAR.2010.11.002�
https://doi.org/10.1509/JIM.14.0065�
https://doi.org/10.1509/JIM.16.0033�
https://www.researchgate.net/publication/285431462_Internet_of_things_and_India%27s_readiness�
https://www.researchgate.net/publication/285431462_Internet_of_things_and_India%27s_readiness�
https://doi.org/10.1016/j.jretconser.2017.06.013�
https://doi.org/10.1038/s41467-019-13261-8�
https://doi.org/10.1038/s41467-019-13261-8�
https://doi.org/10.1016/J.TECHFORE.2020.120437�
https://doi.org/10.1016/j.tourman.2014.10.009�
https://www.commerce.gov/oam/build-america-buy-america�
https://doi.org/10.1016/J.TECHFORE.2018.03.019�
https://doi.org/10.1016/J.TECHFORE.2018.03.019�
https://doi.org/10.1080/0144929X.2019.1587001�
https://doi.org/10.1007/978-3-030-64619-6_1�
https://doi.org/10.1007/978-3-030-64619-6_1�
https://doi.org/10.1007/s10551-007-9364-x�
https://doi.org/10.1007/s10551-007-9364-x�
https://doi.org/10.1016/J.HELIYON.2019.E02264�
https://doi.org/10.2307/249008�
https://doi.org/10.1016/J.GIQ.2015.06.003�
https://doi.org/10.1016/J.GIQ.2015.06.003�
http://ecommerceDB.com
https://ecommercedb.com/�
https://ecommercedb.com/�
https://www.mondaq.com/india/dodd-frank-consumer-protection-Act/976876/e-commerce-rules-2020�
https://www.mondaq.com/india/dodd-frank-consumer-protection-Act/976876/e-commerce-rules-2020�
https://doi.org/10.1108/02635570610666403�
https://doi.org/10.1108/APJML-06-2013-0061�
https://www.statista.com/statistics/1118256/iot-spending-worldwide-by-country/�
https://www.statista.com/statistics/1118256/iot-spending-worldwide-by-country/�
https://doi.org/10.1016/J.TELE.2019.101312�
https://doi.org/10.1016/J.TELE.2019.101312�
https://citeseerx.ist.psu.edu/viewdoc/download?doi=10.1.1.653.7158&rep=rep1&type=pdf�
https://citeseerx.ist.psu.edu/viewdoc/download?doi=10.1.1.653.7158&rep=rep1&type=pdf�
https://doi.org/10.1093/JCR/UCX105�
https://doi.org/10.1016/J.CHB.2016.04.023�
https://doi.org/10.1016/J.CHB.2016.04.023�
https://doi.org/10.1016/j.compedu.2019.01.012�
https://nuudle-it.eastus.cloudapp.azure.com/#/view/document/18e92ab4-d6fe-1444-a007-e2038955ed1c�
https://nuudle-it.eastus.cloudapp.azure.com/#/view/document/18e92ab4-d6fe-1444-a007-e2038955ed1c�


Page 11 of 13 Original Research

http://www.sajbm.org Open Access

Internet of Things statistics for 2022 – Taking things apart. (2023). Retrieved from 
https://dataprot.net/statistics/iot-statistics/

IoT Signals. (2021, October). Microsoft. Retrieved from https://azure.microsoft.com/
mediahandler/files/resourcefiles/iot-signals/IoT Signals_Edition 2_English.pdf

Jayashankar, P., Nilakanta, S., Johnston, W.J., Gill, P., & Burres, R. (2018). IoT adoption in 
agriculture: The role of trust, perceived value and risk. Journal of Business and 
Industrial Marketing, 33(6), 804–821. https://doi.org/10.1108/JBIM-01-2018-0023

Johnson, D.S., Bardhi, F., & Dunn, D.T. (2008). Understanding how technology 
paradoxes affect customer satisfaction with self-service technology: The role of 
performance ambiguity and trust in technology. Psychology and Marketing, 25(5), 
416–443. https://doi.org/10.1002/mar.20218

Juniper Research (2023). 5G IoT connections to surpass 100 million for first time 
globally by 2026. Retrieved from https://www.juniperresearch.com/
pressreleases/5g-iot-connections-to-surpass-100-mn

Keil, M., Tan, B.C.Y., Wei, K.K., Saarinen, T., Tuunainen, V., & Wassenaar, A. (2000). A 
cross-cultural study on escalation of commitment behavior in software projects. 
MIS Quarterly: Management Information Systems, 24(2), 299–323. https://doi.
org/10.2307/3250940

Khanna, M. (2020). Reliance Jio will launch 5G in 2021 with made-in-India 
infrastructure, says Ambani. Retrieved from https://www.indiatimes.com/
technology/news/rel iance- j io-5g-by-second-hal f-of-2021-mukesh-
ambani-529198.html

Kim, K.J., & Shin, D.H. (2015). An acceptance model for smart watches: Implications 
for the adoption of future wearable technology. Internet Research, 25(4),  
527–541. https://doi.org/10.1108/IntR-05-2014-0126

Kim, Y., Park, Y., & Choi, J. (2017). A study on the adoption of IoT smart home service: Using 
value-based adoption model. Total Quality Management and Business Excellence, 
28(9–10), 1149–1165. https://doi.org/10.1080/14783363.2017.1310708

Kock, N. (2017). Common method bias: A full collinearity assessmentmethod for PLS-
SEM. In H. Latan, & R. Noonan (Eds.), Partial least squares path modeling: Basic 
concepts, methodological issues and applications (pp. 245–257). Springer 
International Publishing.

Kumar Sharma, S., & Sharma, M. (2018). Examining the role of trust and quality 
dimensions in the actual usage of mobile banking services: An empirical 
investigation. International Journal of Information Management, 44, 65–75. 
https://doi.org/10.1016/j.ijinfomgt.2018.09.013

Lee, W. (2016). Satisfiers and dissatisfiers of smart IoT service and customer attitude. 
Advanced Science and Technology Letters, 126, 124–127. https://doi.
org/10.14257/astl.2016.126.25

Lian, J.W. (2015). Critical factors for cloud based e-invoice service adoption in 
Taiwan:  An empirical study. International Journal of Information Management, 
35(1), 98–109. https://doi.org/10.1016/j.ijinfomgt.2014.10.005

Liébana-Cabanillas, F., Marinkovic, V., De Luna, I.R., & Kalinic, Z. (2021). Predicting the 
determinants of mobile payment acceptance: A hybrid SEM-neural network 
approach. Technological Forecasting and Social Change, 129, 117–130. https://
doi.org/10.1016/j.techfore.2017.12.015

Make in India. (2015). Retrieved from https://www.makeinindia.com/

Mayer, R.C., Davis, J.H., & Schoorman, F.D. (1995). An integrative model of 
organizational trust. Academy of Management Review, 20(3), 709–734. https://
doi.org/10.5465/amr.1995.9508080335

Michailidis, E.T., Potirakis, S.M., & Kanatas, A.G. (2020). AI-inspired non-terrestrial 
networks for IIoT: Review on enabling technologies and applications. IoT, 1(1), 
21–48. https://doi.org/10.3390/iot1010003

Mikalef, P., Pappas, I.O., & Giannakos, M. (2016). Consumer intentions on social media: 
A fsQCA analysis of motivations. Lecture Notes in Computer Science (Including 
Subseries Lecture Notes in Artificial Intelligence and Lecture Notes in 
Bioinformatics) (Vol. 9844, pp. 371–386), Elsevier.

Mohammad Al-Momani, A., Sharifuddin Ahmad, M., Adai Mohammad Al-Momani, C., 
& Mahmoud, M.A. (2016). Modeling the adoption of Internet of Things services: 
A conceptual framework. International Journal of Applied Research, 2(5), 
361–367. Retrieved from https://www.allresearchjournal.com/archives/?year=20
16&vol=2&issue=5&part=F&ArticleId=1933

Muk, A., & Chung, C. (2015). Applying the technology acceptance model in a two-
country study of SMS advertising. Journal of Business Research, 68(1), 1–6. 
https://doi.org/10.1016/J.JBUSRES.2014.06.001

Nam, H., & Kannan, P.K. (2020). Digital environment in global markets: Cross-cultural 
implications for evolving customer journeys. Journal of International Marketing, 
28(1), 28–47. https://doi.org/10.1177/1069031X19898767

Nikbin, D., & Abushakra, A. (2019). Internet of things adoption: Empirical evidence 
from an emerging country. In L. Uden, IH, Ting, &  J. Corchado, (Eds.),   
Communications in computer and information science (Vol. 1027, pp. 348–352). 
Springer, Cham.

Novak, T.P., & Hoffman, D.L. (2019). Relationship journeys in the internet of things: A 
new framework for understanding interactions between consumers and smart 
objects. Journal of the Academy of Marketing Science, 47(2), 216–237. https://
doi.org/10.1007/S11747-018-0608-3

Oliveira, T., Faria, M., Thomas, M.A., & Popovič, A. (2014). Extending the understanding 
of mobile banking adoption: When UTAUT meets TTF and ITM. International 
Journal of Information Management, 34(5), 689–703. https://doi.org/10.1016/J.
IJINFOMGT.2014.06.004

Pandey, R., Paprzycki, M., Srivastava, N., Bhalla, S., & Wasielewska-Michniewska, K. 
(Eds.). (2021). Semantic IoT: Theory and applications (Vol. 941), Elsevier.

Pantano, E., & Timmermans, H. (2014). What is smart for retailing? Procedia Environmental 
Sciences, 22, 101–107. https://doi.org/10.1016/J.PROENV.2014.​11.010

Paolacci, G., & Chandler, J. (2014). Inside the Turk: Understanding Mechanical Turk as 
a participant pool. Current Directions in Psychological Science, 23(3), 184–188. 
https://doi.org/10.1177/0963721414531598

Park, J.K., Ahn, J., Thavisay, T., & Ren, T. (2019). Examining the role of anxiety and social 
influence in multi-benefits of mobile payment service. Journal of Retailing and 
Consumer Services, 47, 140–149. https://doi.org/10.1016/J.JRETCONSER.2018.​
11.015

Patel, K.J., & Patel, H.J. (2018). Adoption of internet banking services in Gujarat: An 
extension of TAM with perceived security and social influence. International 
Journal of Bank Marketing, 36(1), 147–169. https://doi.org/10.1108/IJBM-08-
2016-0104

Podsakoff, P.M., MacKenzie, S.B., Lee, J.Y., & Podsakoff, N.P. (2003). Common method 
biases in behavioral research: A critical review of the literature and recommended 
remedies. Journal of Applied Psychology, 88(5), 879–903. https://doi.
org/10.1037/0021-9010.88.5.879

Qian, X., & Li, M. (2020). E-commerce user type recognition based on access sequence 
similarity. Journal of Organizational Computing and Electronic Commerce, 30(3), 
209–223. https://doi.org/10.1080/10919392.2020.1742552

Ronaghi, M.H., & Forouharfar, A. (2020). A contextualized study of the usage of the 
Internet of Things (IoTs) in smart farming in a typical Middle Eastern country within 
the context of Unified Theory of Acceptance and Use of Technology model (UTAUT). 
Technology in Society, 63, 101415. https://doi.org/10.1016/J.TECHSOC.2020.101415

Rufin, R., Belanger, F., Molina, C.M., Carter, L., & Figueroa, J.C.S. (2014). A cross-
cultural comparison of electronic government adoption in spain and the USA. 
International Journal of Electronic Government Research, 10(2), 43–59. https://
doi.org/10.4018/IJEGR.2014040104

Sabah, N.M. (2016). Exploring students’ awareness and perceptions: Influencing 
factors and individual differences driving m-learning adoption. Computers in 
Human Behavior, 65, 522–533. https://doi.org/10.1016/J.CHB.2016.09.009

Sharma, M., Joshi, S., Kannan, D., Govindan, K., Singh, R., & Purohit, H.C. (2020a). 
Internet of Things (IoT) adoption barriers of smart cities’ waste management: An 
Indian context. Journal of Cleaner Production, 270, 122047. https://doi.
org/10.1016/J.JCLEPRO.2020.122047

Sharma, S.K., Dwivedi, Y.K., Metri, B., & Rana, N.P. (Eds.). (2020b). Re-imagining 
diffusion and adoption of information technology and systems: A continuing 
conversation (Vol. 618), Springer.

Shin, D.H. (2019). A living lab as socio-technical ecosystem: Evaluating the Korean living 
lab of internet of things. Government Information Quarterly, 36(2), 264–275. 
https://doi.org/10.1016/J.GIQ.2018.08.001

Singh, N., & Sinha, N. (2020). How perceived trust mediates merchant’s intention to 
use a mobile wallet technology. Journal of Retailing and Consumer Services, 52, 
101894. https://doi.org/10.1016/J.JRETCONSER.2019.101894

Sollins, K.R. (2019). IoT big data security and privacy versus innovation. IEEE Internet 
of Things Journal, 6(2), 1628–1635. https://doi.org/10.1109/JIOT.2019.2898113

Srite, M., & Karahanna, E. (2006). The role of espoused national cultural values in 
technology acceptance. MIS Quarterly: Management Information Systems, 30(3), 
679–704. https://doi.org/10.2307/25148745

Straub, D.W. (1994). The effect of culture on IT diffusion: E-Mail and FAX in Japan 
and  the U.S. on JSTOR. INFORMS. Retrieved from https://www.jstor.org/
stable/23010685

Talukder, M.S., Shen, L., Hossain Talukder, M.F., & Bao, Y. (2019). Determinants of user 
acceptance and use of open government data (OGD): An empirical investigation in 
Bangladesh. Technology in Society, 56, 147–156. https://doi.org/10.1016/J.
TECHSOC.2018.09.013

Tang, T., & Ho, A.T.K. (2019). A path-dependence perspective on the adoption of 
Internet of Things: Evidence from early adopters of smart and connected sensors 
in the United States. Government Information Quarterly, 36(2), 321–332. https://
doi.org/10.1016/J.GIQ.2018.09.010

Tarhini, A., Hone, K., & Liu, X. (2015). A cross-cultural examination of the impact of 
social, organisational and individual factors on educational technology acceptance 
between British and Lebanese university students. British Journal of Educational 
Technology, 46(4), 739–755. https://doi.org/10.1111/BJET.12169

Thakur, R., & Srivastava, M. (2014). Adoption readiness, personal innovativeness, 
perceived risk and usage intention across customer groups for mobile payment 
services in India. Internet Research, 24(3), 369–392. https://doi.org/10.1108/
INTR-12-2012-0244

The ultimate guide to zero trust security. (2020). Retrieved from https://resources.
checkpoint.com/cyber-security-resources/the-ultimate-guide-to-zero-trust-security

Van Slyke, C., Bélanger, F., & Sridhar, V. (1 C.E.). A comparison of American and Indian 
consumers’ perceptions of electronic commerce. Information Resources Management 
Journal (IRMJ), 18(2), 24–40. https://doi.org/10.4018/IRMJ.2005040102

Venkatesh, V., & Bala, H. (2008). Technology acceptance model 3 and a research 
agenda on interventions. Decision Sciences, 39(2), 273–315. https://doi.org/10.​
1111/j.1540-5915.2008.00192.x

Venkatesh, V., & Davis, F.D. (2000). Theoretical extension of the technology acceptance 
model: Four longitudinal field studies. Management Science, 46(2), 186–204. 
https://doi.org/10.1287/mnsc.46.2.186.11926

Venkatesh, V., Morris, M.G., Davis, G.B., & Davis, F.D. (2003). User acceptance 
of  information technology: Toward a unified view. MIS Quarterly: 
Management  Information Systems, 27(3), 425–478. https://doi.org/10.23​
07/30036540

Venkatesh, V., & Zhang, X. (2010). Unified theory of acceptance and use of technology: 
U.S. vs. China. Journal of Global Information Technology Management, 13(1), 
5–27. https://doi.org/10.1080/1097198X.2010.10856507

http://www.sajbm.org�
https://dataprot.net/statistics/iot-statistics/�
https://azure.microsoft.com/mediahandler/files/resourcefiles/iot-signals/IoT Signals_Edition 2_English.pdf
https://azure.microsoft.com/mediahandler/files/resourcefiles/iot-signals/IoT Signals_Edition 2_English.pdf
https://doi.org/10.1108/JBIM-01-2018-0023�
https://doi.org/10.1002/mar.20218�
https://www.juniperresearch.com/pressreleases/5g-iot-connections-to-surpass-100-mn
https://www.juniperresearch.com/pressreleases/5g-iot-connections-to-surpass-100-mn
https://doi.org/10.2307/3250940�
https://doi.org/10.2307/3250940�
https://www.indiatimes.com/technology/news/reliance-jio-5g-by-second-half-of-2021-mukesh-ambani-529198.html�
https://www.indiatimes.com/technology/news/reliance-jio-5g-by-second-half-of-2021-mukesh-ambani-529198.html�
https://www.indiatimes.com/technology/news/reliance-jio-5g-by-second-half-of-2021-mukesh-ambani-529198.html�
https://doi.org/10.1108/IntR-05-2014-0126�
https://doi.org/10.1080/14783363.2017.1310708�
https://doi.org/10.1016/j.ijinfomgt.2018.09.013�
https://doi.org/10.14257/astl.2016.126.25�
https://doi.org/10.14257/astl.2016.126.25�
https://doi.org/10.1016/j.ijinfomgt.2014.10.005�
https://doi.org/10.1016/j.techfore.2017.12.015�
https://doi.org/10.1016/j.techfore.2017.12.015�
https://www.makeinindia.com/�
https://doi.org/10.5465/amr.1995.9508080335�
https://doi.org/10.5465/amr.1995.9508080335�
https://doi.org/10.3390/iot1010003�
https://www.allresearchjournal.com/archives/?year=2016&vol=2&issue=5&part=F&ArticleId=1933�
https://www.allresearchjournal.com/archives/?year=2016&vol=2&issue=5&part=F&ArticleId=1933�
https://doi.org/10.1016/J.JBUSRES.2014.06.001�
https://doi.org/10.1177/1069031X19898767�
https://doi.org/10.1007/S11747-018-0608-3�
https://doi.org/10.1007/S11747-018-0608-3�
https://doi.org/10.1016/J.IJINFOMGT.2014.06.004�
https://doi.org/10.1016/J.IJINFOMGT.2014.06.004�
https://doi.org/10.1016/J.PROENV.2014.11.010�
https://doi.org/10.1177/0963721414531598�
https://doi.org/10.1016/J.JRETCONSER.2018.11.015�
https://doi.org/10.1016/J.JRETCONSER.2018.11.015�
https://doi.org/10.1108/IJBM-08-2016-0104�
https://doi.org/10.1108/IJBM-08-2016-0104�
https://doi.org/10.1037/0021-9010.88.5.879�
https://doi.org/10.1037/0021-9010.88.5.879�
https://doi.org/10.1080/10919392.2020.1742552�
https://doi.org/10.1016/J.TECHSOC.2020.101415�
https://doi.org/10.4018/IJEGR.2014040104�
https://doi.org/10.4018/IJEGR.2014040104�
https://doi.org/10.1016/J.CHB.2016.09.009�
https://doi.org/10.1016/J.JCLEPRO.2020.122047�
https://doi.org/10.1016/J.JCLEPRO.2020.122047�
https://doi.org/10.1016/J.GIQ.2018.08.001�
https://doi.org/10.1016/J.JRETCONSER.2019.101894�
https://doi.org/10.1109/JIOT.2019.2898113�
https://doi.org/10.2307/25148745�
https://www.jstor.org/stable/23010685�
https://www.jstor.org/stable/23010685�
https://doi.org/10.1016/J.TECHSOC.2018.09.013�
https://doi.org/10.1016/J.TECHSOC.2018.09.013�
https://doi.org/10.1016/J.GIQ.2018.09.010�
https://doi.org/10.1016/J.GIQ.2018.09.010�
https://doi.org/10.1111/BJET.12169�
https://doi.org/10.1108/INTR-12-2012-0244�
https://doi.org/10.1108/INTR-12-2012-0244�
https://resources.checkpoint.com/cyber-security-resources/the-ultimate-guide-to-zero-trust-security�
https://resources.checkpoint.com/cyber-security-resources/the-ultimate-guide-to-zero-trust-security�
https://doi.org/10.4018/IRMJ.2005040102�
https://doi.org/10.1111/j.1540-5915.2008.00192.x�
https://doi.org/10.1111/j.1540-5915.2008.00192.x�
https://doi.org/10.1287/mnsc.46.2.186.11926�
https://doi.org/10.2307/30036540�
https://doi.org/10.2307/30036540�
https://doi.org/10.1080/1097198X.2010.10856507�


Page 12 of 13 Original Research

http://www.sajbm.org Open Access

Vermesan, O., & Friess, P. (2014). Internet of things-from research and innovation 
to market deployment. Retrieved from http://riverpublishers.com/river

Viavisolutions (2023). 5G Network Deployment | VIAVI Solutions Inc. Retrieved from 
https://www.viavisolutions.com/en-us

Wang, W., & Benbasat, I. (2009). Interactive decision aids for consumer decision 
making in E-commerce: The influence of perceived strategy restrictiveness. MIS 
Quarterly: Management Information Systems, 33(2), 293–320. https://doi.org/​
10.2307/20650293

Weerakkody, V., El-Haddadeh, R., Al-Sobhi, F., Shareef, M.A., & Dwivedi, Y.K. (2013). 
Examining the influence of intermediaries in facilitating e-government adoption: 
An empirical investigation. International Journal of Information Management, 
33(5), 716–725. https://doi.org/10.1016/j.ijinfomgt.2013.05.001

Wu, I.L., & Chen, J.L. (2005). An extension of trust and TAM model with TPB in 
the  initial adoption of on-line tax: An empirical study. International Journal 
of Human Computer Studies, 62(6), 784–808. https://doi.org/10.1016/j.ijhcs.​
2005.03.003

Appendix 1 start on the next page →

http://www.sajbm.org�
http://riverpublishers.com/river�
https://www.viavisolutions.com/en-us
https://doi.org/10.2307/20650293�
https://doi.org/10.2307/20650293�
https://doi.org/10.1016/j.ijinfomgt.2013.05.001�
https://doi.org/10.1016/j.ijhcs.2005.03.003�
https://doi.org/10.1016/j.ijhcs.2005.03.003�


Page 13 of 13 Original Research

http://www.sajbm.org Open Access

Appendix 1
The questionnaire used in data collection is given.

TABLE 1-A1: Data collection questionnaire.
Item ID Constructs

Performance expectancy
PE1 Using IoT applications helps me accomplish my tasks more efficiently.
PE2 Using IoT applications allows me a faster data management.
PE3 IoT technology usage will increase my chances of better life.
PE4 Using IoT technology increases productivity.
Effort expectancy
EE1 I find IoT applications easy to use.
EE2 Learning how to use IoT applications is easy for me.
EE3 It is easy for me to become skilful at using IoT technology.
EE4 My interaction with IoT technology is clear and understandable.
Attitude
A1 Using IoT applications is a good idea.
A2 Using IoT applications is a bad idea.
A3 Using IoT applications is advantageous.
A4 Using IoT applications is disadvantageous.
A5 Using IoT applications makes lifestyle more interesting.
Social influence
SI1 People who are important to me think that I should use IoT applications.
SI2 People who influence my behaviour think I should use IoT applications.
SI3 My friends have been supportive in the use of IoT applications.
SI4 Overall, my social circle supports the usage of IoT applications.
Facilitating conditions
FC1 I have the technical resources necessary to use IoT applications.
FC2 IoT applications are compatible with other applications I use.
FC3 I have the knowledge necessary to use IoT applications.
FC4 Where IoT is not compatible, I use other available technologies. 
Perceived security risks
PSR1 I would adopt IoT if I have enough authority over my data.
PSR2 I would adopt IoT if good encryption approaches are used.
PSR3 I would adopt IoT if privacy towards my company information is guaranteed.
PSR4 I would adopt IoT if an audit system or environment is offered.
Perceived trust
PT1 I have trust in the protection of data privacy of IoT applications.
PT2 I think the suppliers of IoT applications are trustworthy.
PT3 I would adopt IoT if an SLA was provided.
PT4 I would adopt IoT if regular and clear backup was offered.
Behavioural intention
BI1 I intend to continue IoT services in the near future.
BI2 I predict I will use IoT services in the next 6 months.
BI3 I plan to further use IoT services in the next 6 months.
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